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We hope that everyone had a safe and    

Happy 4th of July! We celebrated in the      

office by having a red, white and blue day. 

Check out the full photo on our Facebook 

page and take note of Matt’s blue and white 

shoes.  

-Matt, Amy, Michelle, and Augie 
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Passwords are like keys—they protect what’s yours by locking out 
thieves. But since password hacking is one of the most   common 
ways cyber criminals access your personal information online, you 
need to have strong, unique passwords to shut them out for good. 
Here are some tips to protect yourself. 

Five Simple Steps to Hack-Proof       
Your Passwords 

Protecting your passwords might sound tricky, but it’s all quite simple.  

Ever left your keys in the front door, or your car unlocked overnight? 

While you might have accidentally left your valuables unprotected 

once or twice, chances are you’re usually pretty careful about keeping 

your stuff safe. Well here’s the thing. When it comes to your online 

keys– aka passwords—you need to be just as careful to keep your     

information secure. In fact, you have to be ultra cautious, as there are 

hackers out there whose full time “job” it is to crack the passwords of 

unsuspected online users. 

One of the most common ways scammers get access to your personal 

data or break into your online accounts is by guessing your passwords. 

So if you’ve got the word “password” or the digits “1234” in your      

password repertoire, you may as well be handing out your house keys 

to strangers with your address and directions taped to the back. 

 

** On the next page you will find Five Tips for Creating Amazing Passwords.  



The good news? There are a 

number of ways you can make 

your passwords difficult—if 

not impossible– to crack. Here 

are five dynamite techniques 

to try. 

1. Don’t think of them as 

passWORDS. Think of 

them as passPHRASES. It’s 

important that your pass-

words are complex, long 

and difficult to guess. So 

instead of using just one 

word, consider using a 

phrase—say a song lyric, a 

line of a poem, or a favorite 

saying. Make it even harder 

to crack by misspelling 

words, adding spaces, and 

including punctuation and/

or numbers. 

2. Avoid the obvious. Things 

like your birthday, pet’s 

name and address are so 

easy to guess for hackers. 

Make your passwords    

random and seemingly    

unrelated to your life. 

3. Apply a one-to-one ap-

proach. In other words, 

don’t use the same pass-

word across multiple      

systems. Imagine if you had 

the same key for your 

home, car, office and safety 

deposit box. If that one key 

fell into the wrong hands, it 

would be a disaster! The 

same goes for passwords. 

4. Use a password manager. 

There are a number of 

great password manage-

ment systems out there 

that securely store your 

passwords for you. Plus, 

many of them will generate 

super-complex passwords 

on your behalf and keep 

track of your passwords to 

make sure you’re not using 

the same one in too many 

places. In the end, they’re 

all designed to save you 

from having to remember 

your potentially long list of 

complex passwords, and to 

keep them safe from    

hackers. 

5. Try two-factor authoriza-

tion.  This is when a site 

you visit requires a two-

stage process for logging in 

and verifying your identity– 

such as adding a code that 

you receive on your phone 

to your log in password 

that you enter online.  

Hackers will find it very 

hard to break into your ac-

count that make them 

jump through more than 

one hoop. 

All this to say that while      

creating super complex,      

random and unique passwords 

is an important step in keeping 

your online data safe, there 

are  other things you still need 

to do. Remember to always 

lock your computer (even if 

you step away for just a mo-

ment), don’t share your pass-

words with others, and don’t 

store them in an unsecure lo-

cation—such as your notes 

screen on your phone , or on a 

sticky note. 

 

Become more cyber aware! 

Visit www.rbc.com/cyber for 

more tips on spotting scams 

and keeping yourself safe. 

Five Tips for Creating Amazing Passwords 





Recipe Corner 
Are you looking for a delicious low carb dinner? Then give this one a try. It’s one 

of Michelle’s favorites. 
 

Lasagna Stuffed Peppers 

16 oz. ground beef 

 1 1/4 tsp salt, divide 

1/2 tsp black pepper 

2 cloves garlic, minced 

1/2 tsp red pepper flakes 

1 cup whole-milk ricotta cheese (You can use cottage cheese.) 

8 oz bag of fresh spinach 

1/2 cup grated parmesan cheese 

4 large bell peppers (any color) 

1 small can Hunts tomato sauce with roasted garlic 

1 cup shredded mozzarella cheese 
 

1.) Preheat oven to 400 degrees F. Spray a 9-13 baking dish with non-stick spray. 

2.) Heat a large skillet over medium heat. Add the ground beef and sprinkle 

with 3/4 tsp salt and pepper. Cook until no longer pink (about 10 minutes), 

breaking up any clumps. Add the garlic, red pepper flakes, and spinach. Cook 

for another minute or until the spinach is wilted. 

3.) In a large bowl, combine the ricotta and parmesan. Add the cooked beef/

spinach mixture and stir to combine.  

4.) Cut each bell pepper in half lengthwise and remove the seeds and ribs. Set 

the pepper halves in the prepared baking dish. Spoon the beef and cheese mix-

ture into each half, mounding it on top. 

5.) Spoon the tomato sauce over the peppers. Sprinkle with mozzarella. 

6.) Bake for 30 minutes (if cheese has not browned, place under broiler briefly). 

7.) Store leftovers in the refrigerator for up to 4 days. 

 

-Source: RecipeGirl.com (The Everyday Ketogenic Kitchen) 
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sources believed to be reliable—we cannot assure the accuracy or completeness of these materials. The information in these   
materials may change at any time and without notice. 
 
Alton Securities & Asset Advisors does not offer tax or legal advice. The information presented here is not specific to any      
individual's personal circumstances. To the extent that this material concerns tax matters, it is not intended or written to be used, 
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independent advice from a tax professional based on his or her individual circumstances. 
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